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1
Decision/action requested

This paper evaluates the reasons in S3-190055 and propose not to agree it.
2
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3
Analysis
CR [1], propose to delete the MCPTT user service authorization with MCPTT Server using SIP REGISTER. The reasons provided are:
1) Per results from “2nd_ETSI_MCPTT_Plugtests_Report_v.1.0.0” clause 10.1.7), the currently defined method of initial user service authorization using the SIP REGISTER message is unusable. 
· Extract from the report 

10.1.7 MCX Service Authorization 

3GPP TS 33.180 defines two ways of performing MCX Service authorization with the MCX Server, but if we consider the full procedure a UE has to perform to bootstrap from cold start to a full working state within the network, there is a conflict with the REGISTER based workflow. 

The REGISTER authorization workflow is based on the idea of including the MCPTT Access Token right in the IMS REGISTER SIP message the UE sends towards the IMS network when contacting it for the first time. But if according to 3GPP TS 24.484, the UE must subscribe to the UE-initial-conf document and the default-user-profile, it has to be already registered in the IMS network, thus rendering the REGISTER workflow unusable. 

For the moment PUBLISH Authorization workflow seems to be the only alternative. 

2) In addition, the use of the 3rd party registration from the SIP Core to the MCPTT server during SIP registration is not a mandatory step and therefore creates an interoperability problem between different SIP core implementations.
Regarding 1), the report indicates a conflict with the REGISTER based workflow, which is not in the scope of SA3. If there is any conflict on the flow or configuration, then it needs to be resolved in Stage 3 working groups or in an implementation specific options. Further, the report does not request or indicate to remove this feature. But to have an insight analysis on the report, it is unclear on the mentioned conflict. As it is always possible to have pre-configured UE-initial-conf document and the default-user-profile in the UE and the UE can also have the MCPTT access token before initiating REGISTER procedure. The IMS domain performs the 3rd party registration after the IMS REGISTER procedure is completed.
On 2), this is not true, as the MCPTT domain is well aware of the capabilities of the IMS domain and further MCPTT clients are configured accordingly to use appropriately User authorisation method, based on IMS/MCPTT domain supported features. Of course optional 3rd party registration are not supported by all implementations, but this is not an interoperability issue, if the interested parties are aware of the other’s capabilities.  

There are deployment exists today, which performs the User authorization along with SIP Registrations. Therefore with results from a plugtest, where there is no formal communication, it is not agreeable to delete an optional alternative from the 3GPP specifications.
Further, we strongly prefer user authorization using the 3rd party registration procedure, as SIP Registration procedure has more precedency and weightage in performing authorization procedures compare to the SIP publish message, which is not meant for this purpose. 

Going with 1) and 2) unreasonable comments, if it is decided to delete this option, then there is more additional specification work required across stage 2 and stage 3 WGs on this optional feature from Rel-13. 
 4
Proposal
It is not agreeable to delete MCPTT user service authorization using SIP REGISTER option from the MCPTT specifications, based on the reasons provided. Therefore, S3-190055 should not be considered further.
